
Did you know?
LBT employees must

update their password
every six months.

Password Requirements

Avoid using personal information: Don't include your name, birthday,
address, phone number, or other personal details in your password. 

1.

Use a different password for each account: Never reuse the same
password for multiple accounts. 

2.

Don't share your password with anyone.3.
Consider using a password manager: This can help you create and
store strong, unique passwords for all your accounts. 

4.

Additional Tips for Strong Passwords

Increasing your password’s complexity and length
improves the security of Long Beach Transit’s (LBT)

data and accounts. Together, we can protect our data
by following the below practices and policies.

Minimum Password Requirements:
All passwords are required to be at least 15 characters long. Passwords must contain
a minimum of:

Three uppercase letters (A-Z)
Two numbers (0-9)
Two special characters (!@#$%^&*()_+-=[]{};':",.<>/?|̀ ) 

Excluded Words:
To prevent easily guessable passwords, the following words and their variations
(pluralization, capitalization, etc.) are probibited:
LBT, lbtransit, Cherry, Anaheim, Airport, Password

H0tSpr1ng$w!nter2024 Airport23BEB-lbt LOOK
FOR
THIS


